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Abstract

The radio frequency identification (RFID) is one of the many Automatic Identification and Data Capture (AIDC) methods which use propagation of electromagnetic waves for sending and receiving information. RFID has become increasingly popular over recent years from simple items labeling to more complicated applications such as sensing and positioning. One of the most exciting research trends of today in the field of RFID is the sensing capabilities offered by passive RFID technology. The massive use of wireless sensors in ubiquitous sensing and Internet of things (IoT) increases the demand for low-power, low-cost and sensing-friendly wireless communication devices. The well-known features of passive RFID system such as power efficient nature, the tiny size and easy implementation can overcome some major issues of the remote sensor systems. In addition, introducing new materials and advanced manufacturing technique for fabrication of RFID sensor tags, as well as introducing less complex detection techniques for collecting the data from the sensor nods, can add more values to RFID to be prominent and promising technology for sensing application. In this thesis, first, we concentrate on using the passive ultra-high frequency (UHF) RFID tag in wireless sensing applications. As results of the research work presented in this thesis, the novel and low-cost manufacturing techniques, as well as innovative detection methods for RFID sensor tags, were introduced. For the first time, taking advantage of the nonlinear behavior of the RFID chip impedance as a function of the incident power, a novel sensing method has been presented. The method presented in this work relies upon the detection of the backscattered response for two distinct transmitting power levels and then calculating the difference between these two responses. The nonlinearity of the chip causes a large variation of its impedance value and thus a large difference of RCS value enabling a reliable operability over different measurement ranges. The detection methodologies presented in this work are suitable to be implemented in any kind of industrial environment that utilizes the RFID-enable wireless platform for sensing. Second, this thesis deals with a novel hybrid configuration for indoor positioning, utilizing the RFID and wireless local area network (WLAN). It is shown that combination of power efficient, cost-effective and easy to be implemented RFID system with WLAN technology, improve the localization accuracy compared to pure RFID and pure WLAN location solutions. The presented configuration based on the hybrid model can be expanded for the larger indoor area, as it has been presented in the results of research work. Overall, this thesis thus provides insights into the benefit of using passive UHF RFID tags and sensors in a wide range of application from inventory control and intelligent packaging to health care and human positioning.
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<table>
<thead>
<tr>
<th>Abbreviation</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td>AIDC</td>
<td>Automatic Identification and Data Capture</td>
</tr>
<tr>
<td>AOA</td>
<td>Angle of Arrival</td>
</tr>
<tr>
<td>ASK</td>
<td>Amplitude Shift Keying</td>
</tr>
<tr>
<td>CW</td>
<td>Continuous Wave</td>
</tr>
<tr>
<td>EIRP</td>
<td>Equivalent Isotropic Radiated Power</td>
</tr>
<tr>
<td>EM</td>
<td>Electromagnetic</td>
</tr>
<tr>
<td>FCC</td>
<td>Federal Communications Commission</td>
</tr>
<tr>
<td>HF</td>
<td>High Frequency</td>
</tr>
<tr>
<td>IC</td>
<td>Integrated Circuit</td>
</tr>
<tr>
<td>IoT</td>
<td>Internet of Things</td>
</tr>
<tr>
<td>LF</td>
<td>Low Frequency</td>
</tr>
<tr>
<td>PET</td>
<td>Polyethylene Terephthalate</td>
</tr>
<tr>
<td>PSK</td>
<td>Phase Shift Keying</td>
</tr>
<tr>
<td>RFID</td>
<td>Radio Frequency Identification</td>
</tr>
<tr>
<td>RCS</td>
<td>Radar Cross Section</td>
</tr>
<tr>
<td>RSS</td>
<td>Received Signal Strength</td>
</tr>
<tr>
<td>SHF</td>
<td>Supra High Frequency</td>
</tr>
<tr>
<td>TOA</td>
<td>Time of Arrival</td>
</tr>
<tr>
<td>UHF</td>
<td>Ultra High Frequency</td>
</tr>
<tr>
<td>UWB</td>
<td>Ultra Wide Band</td>
</tr>
<tr>
<td>VNA</td>
<td>Vector Network Analyzer</td>
</tr>
<tr>
<td>WLAN</td>
<td>wireless Local Area Network</td>
</tr>
<tr>
<td>WSN</td>
<td>Wireless Sensor Networks</td>
</tr>
</tbody>
</table>
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1 Introduction

1.1 Background and Research Motivation

Automatic identification (Auto-ID) is involved in modern lives on a daily basis. There are several technologies and techniques that can be used to identify objects or people, such as barcodes, magnetic strip cards, smart cards, and holographs. Increasing demand for automatic identification in various applications, and the limitations of the old identification methods alongside of the rapid transition towards wireless technologies are a few of the major reasons for developing a more advanced identification technique, known as radio frequency identification (RFID). Compared to other identification methods, RFID has several advantages: it is more reliable due to less human involvement, it is sustainable in harsh environments, it is power and cost efficient, there is no need for line-of-sight communication, it can handle more information and update it real-time, and it can be read from a long distance, for example. These facts make RFID attractive for different industries and increase its popularity in various areas where identification and tracking can add significant value to core services, from logistics and supply chain to health care and smart housing [1].

On the other hand, in everyday life we are surrounded by billions of intelligent physical objects and devices with Internet embedded in them. Therefore, the term Internet of things (IoT) can be considered as one of the key concepts for the realization of ambient intelligence. A futuristic vision that is coming closer to reality every day is an environment containing a vast number of smart objects and devices with computing and sensing ability. These devices are connected to each other wirelessly and they can sense and collect data and share it [2]. One simple example of this is a smart home where all intelligent items, such as security devices, air conditioning system, computers, laptops, appliances, and lighting are connected to the Internet and can be controlled and managed remotely [3]. This is an easy way to provide flexibility and convenience for the owner of the house and enables a highly secure and energy-efficient lifestyle. Wireless sensor network (WSN) is one of the potential technologies for enabling IoT. A WSN includes a set of sensor nodes which can collect information by sensing and measuring environmental parameters, such as temperature, humidity, vibration, and pressure [4]. The sensor nodes typically are equipped with computing units (such as micro-controllers) and batteries. They can communicate with each other using short-range wireless systems [4].

Integration of the RFID technology into WSN attracted considerable attention in recent years, due to the important advantages and broad applicability of both technologies [4]. RFID was first introduced for identifying and tracking items with no knowledge or information about their actual physical or environmental conditions. On the other hand, there are various applications where identification and location information are not enough, and where getting further information by sensing the environmental conditions
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is very important. Therefore, for these kinds of applications, merging the RFID and wireless sensor networks is considered an optimal solution, since they complement each other. One simple architecture for such an integration would be implementing the sensing ability into RFID tags and using those as sensor nodes. This way the sensor-tags are able to communicate with the reader and provide not only the tag’s ID but also the collected sensed data [5].

The sensing functionality can be implemented to RFID-enabled sensor tags using different techniques. A tag contains an antenna which acts as a wireless interface for transferring and receiving data between the sensor nodes and the environment. The antenna itself can be used as a sensor element, or a circuit with sensing ability can be integrated in the tag [6]. Utilizing RFID-enabled wireless sensors are rapidly growing in many different industrial areas and therefore, the advanced development of the idea has been one of the hottest topics in both academic and commercial research work in the field of RFID [6].

1.2 Thesis Scope and Objectives

The main focus of this thesis is on two highlighted research topics of recent years in the field of RFID technology: passive wireless sensing and localization.

Regarding the RFID-enabled wireless sensors, this thesis provides a general view on the development and implementation of the wireless passive sensing platform utilizing the RFID technology, from tag design and advanced fabrication methods to detection and realizing the performance. The studies in this thesis cover the entire process for developing a passive tag with sensory functionality and defines novel methods for the realization of sensed parameters. More specifically in the passive sensing topic, this thesis concentrates on analyzing and developing a detection method to best enhance the performance of the system. Developing the idea for commercializing the solution for industrial use is outside of the scope of this thesis. Therefore, the objectives of this thesis in regards to the sensing topic are as follows:

- Development of the passive tag utilizing additive manufacturing methods for sensing applications
- Development of the flexible passive strain sensor tag
- Comparison of the different interrogation methods for the strain sensor tag
- Introducing an advanced and novel detection method for sensor tags
- Validation of the sensor sensitivity and accuracy

The second focus of the thesis is on the benefits of using passive RFID technology in positioning applications. Utilizing wearable passive RFID technology for human localization in indoor environment has been studied empirically. The results of the study were compared with conventional indoor positioning methods such as WLAN. Taking into account the advantages and drawbacks of different methods, a novel hybrid solution for indoor positioning was introduced. The main objectives can be listed as follows.

- Development of wearable passive RFID tags
• Implementation of real-field measurement environment
• Communication channel modeling of passive RFID system
• Studies on hybrid RFID-WLAN configuration based on received signal strengths

1.3 Thesis Structure and Outlines

This thesis is based on seven publications, defined I to VII. The introductory remarks and outlines of these publications form the chapters 1 to 5 of this thesis book. The contributions of each publication and the chapter reviews are presented as follows.

Chapter 1 starts with the motivations and goals of the research work and continues by discussing the objectives and scope of the thesis. Finally, the author’s contribution in the publications is presented.

Chapter 2 is about the overview of the RFID technology and background of the research work. The principles of the passive UHF RFID system, the operation and performance indicators are described. In addition, a closer look at the structure of the passive UHF tag antenna, matching, and scattering structure is presented.

Chapter 3 talks about the passive UHF system in sensing applications. Firstly, the details of passive sensor tags including the sensing mechanism and fabrication methods are presented. Then, different wireless detection methods for the realization of the sensed parameter are covered. In the next step, the process of the implementation and interrogation of a passive strain sensor is described. Finally, an enhanced detection method for wireless readout of sensor tags is introduced. The outcomes of the Publications I, II, III and IV contribute to the contents of this chapter.

Chapter 4 is related to the use of a passive wearable UHF tag in localization application. First, the feasibility of the use of a fully wearable passive tag for indoor localization is discussed. When the outcomes of the study show that the results are comparable with some conventional positioning method such as WLAN, a hybrid positioning solution utilizing both RFID and WLAN is demonstrated (VI, VII).

Chapter 5 as the final chapter of the thesis, is summarizes the study work and draw the final conclusions and future trends.

1.4 Author’s Contributions to the Publications

The scientific research outlines presented in Publications I to VII were achieved in collaboration. The contribution of the author in each publication is listed below.

Publication I: The author and co-author Dr. Arnaud Vena are the main contributors of the work. The author conducted the simulations, design and fabrication of the tag. The author also performed the measurements in section III. The post-processing of the measurement results presented in section III part B was conducted with the help of Dr. Arnaud Vena.

Publication II: The author has contributed to the publication contents and is the main contributor to the publication text. The theoretical model discussed in section III part B has been introduced by the co-author of the article Dr. Arnaud Vena.

Publication III: The author and co-author Dr. Arnaud Vena are the main contributors of the work. The author conducted the simulations, design, and fabrication of the tag.
The author also performed all the measurements. The analysis of some measurement results was done with the help of Dr. Arnaud Vena.

**Publication IV**: The author has contributed to the publication contents and is the main contributor of the publication text.

**Publication V**: The design, fabrication and implementation of the RFID related hardware and conducting the measurement and data collection was done by the author. The WLAN data collection and post-processing of the collected data using positioning algorithm were conducted by Prof. Simona Lohan.

**Publication VI**: The author and co-author Prof. Simona Lohan are the main contributors of the publication text. The author has designed the tag and implemented the measurement set up and conducted the measurement related to RFID data collection. Co-author Prof. Simona Lohan and her team have introduced and conducted the topic presented in section III of the publication.

**Publication VII**: The author was responsible for the design and fabrication of the prototype sample, as well as data collection. In addition, she is the main contributor of the publication text. The post-processing of the collected data was conducted by Prof. Simona Lohan.
2 Fundamentals of RFID Technologies

In this chapter, some principles and parameters of the RFID technology and mainly the passive UHF (Ultra High Frequency) system will be discussed. It starts with a general review of the RFID technology and then goes into more detail in analyzing the passive UHF system. Finally, the measure and metrics for the performance evaluation of the system are discussed.

2.1 Overview of the Technology

Radio frequency identification (RFID) is an umbrella term covering different technologies with various communication protocols, operating frequencies, identification ranges and device types. In fact, the similarity between all these different technologies is the RFID system configuration and components which includes the tag, the reader unit and an application host for directing the communication between the tag and the reader. The information about the items that need to be identified is stored into the tag, and it backscatters to the reader using RF signals.

An RFID tag typically includes a microchip and an antenna. However, there are types of RFID tags without a microchip, known as chipless tags. The chipless RFID tag which is printed with conductive ink on a certain substrate material has no IC to store the information. Therefore, the tag does not have much capacity for data handling. Furthermore, no conventional communication protocol such as amplitude or phase modulation is possible with the chipless tag. However, the simple structure and low production cost are the main reasons why chipless tags are developed for certain identification applications. They have advantages over the barcode system since they can be read remotely like a chipped RFID tag and do not need certain reading positioning like an optical barcode. The operational principle of the chip-less tag, as well as the realization and reading system are discussed in detail in [7].

In a typical tag, the chip or IC is used for storing data and is the main responsible for the tag functionality. The communication protocol between the tag and the reader, the coding, decoding and modulation of the backscattered data from the tag is handled by the IC. Normally items that are labeled with an RFID tag have a unique ID which comes from the RFID chip. In fact, the unique identification number of the IC is defined by the manufacturer and it is stored in the memory of the IC. This way it is easy to identify the target item while transferring its information to the reader. [8]

The antenna is the key element that enables the RF communication of the tag with the reader. Depending on the application, there is a variety of antenna structures for the
RFID tags. Usually, the antenna size, shape, and the material are selected based on the operation frequency and the environment where the tag is going to be used. Moreover, the antenna should be properly designed to transfer the maximum energy to the IC and also to provide strong enough backscattered signal to the reader. To form an RFID tag, the antenna is normally fabricated on top of certain dielectric substrate material and the IC is connected to the antenna. Depending on the antenna fabrication technique, the substrate materials can vary from a very thin and flexible layer of PET or paper to thicker and hard material such as FR4. The conventional technique for fabrication of the antenna is the etching method which will be described in the next chapter. Aluminum is the conductive material which is widely used in the manufacturing of commercial RFID tag due to the good conductivity and reasonable price. Since electromagnetic properties of the IC, such as impedance or power sensitivity are dictated by the IC manufacturer, the performance of the RFID tags is mostly defined by the antenna design and choosing the correct substrate material. There are a few parameters that must be taken into account when designing the tag antenna to ensure the tag meets the application requirements. The important parameters are normally the antenna gain, matching, and the radiation pattern as discussed in detail in [1][9][10][11][12].

The tag antenna is designed to operate on a certain frequency band [8]. In terms of operating frequencies, the different RFID system families operate from low frequency up to microwave band: The low frequency (LF) RFID 125 kHz and 134 kHz, the high frequency (HF) RFID 13.56 MHz, the Ultra high frequency (UHF) RFID 860 MHz to 960 MHz, also 433 MHz, and finally Supra high frequency (SHF) 2.4 GHz and 5.8 GHz. The RFID tags have different performance capabilities depending on their frequency classification. This is discussed in more detail in the following sections.

There are 3 types of RFID tags based on how a tag can power up itself: passive, semi-passive and active. The simple structure of a tag including the antenna and IC usually refers to a passive tag, in which there is no battery or any other source of energy. In fact, a passive tag harvests the energy from the reader to operate and also to transmit data to the reader. Therefore, the reader always initiates the communication and the tag’s antenna captures the energy to energize the IC and communicate back to the reader. The passive tags are the most widely used type of RFID tags because of their simple structure that led to low production cost. In addition, having no battery makes them a perfect candidate for applications that need a wireless solution with a long operating lifetime. [8]

The drawbacks of the passive tag are mainly the short read range and demand for high power from the reader. The semi-passive or battery-assisted passive tag addresses these issues by adding a battery to the structure of the tag. The semi-passive tag uses the battery to set the IC in operation mode and it does not need the reader signal for activating the IC. This will increase the forward link (reader to tag) read range compared to the passive tags. However, the tag to reader communication is not still active transmission, and the tag modulates and backscatters the reader signal and generates the response using reader’s energy [8]. The active tag has more complex hardware compared to the other two types and typically has a higher price. It utilizes the battery for both IC operation and data transmission, which enables an active transmission from the tag to the reader as well. The active tags offer the longest read range among the three types. [7][8]  

Another classification for RFID tags is based on their operation region as shown in figure 2.1. An RFID tag can operate in near field or far filed, depending on its antenna structure. As addressed in [12], the surrounding space of an antenna can be separated into three regions. The structure and operational principle of the electromagnetic field is different
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![Diagram of RFID technology's operation area (near-field and far-field)](image)

**Figure 2.1:** Operation area (near-field and far-field) of RFID technology. [12]

...in each region as it is explained in detail in [12]. In a simplified way, closest to the antenna is the reactive near-field region where the reactive part of the field is dominant and the radiation is poor. In most cases, any distance from the antenna surface up to \(0.62 \sqrt{\frac{l^2}{\lambda}}\), belongs to the reactive near-field region. Here, \(\lambda\) refers to the wavelength and \(l\) is the maximum antenna dimension. The region bigger than \(0.62 \sqrt{\frac{l^2}{\lambda}}\) and smaller than \(2l^2 / \lambda\), where the reactive part of the field is no more dominant and the field has some propagation properties is known as the radiating near-field. This area does not exist for an antenna if \(l<\lambda\). The region outermost to the antenna is called far-field. In far-field the radiated wave can be considered as a plane wave and the distribution of the field is no longer dependent on the distance from the antenna. Far-field exists at a distance bigger than \(2l^2 / \lambda\). [12]

The LF and HF RFID tags operate in the near-field. The energy transfer between the reader and tag is achieved by inductive coupling. The form of the antenna for both the reader and the tag is a kind of loop antenna or coil (planar or wire-wound). The reader generates a strong magnetic field which produces a voltage in the tag side. This voltage will power up the IC connected to the tag antenna and enables the IC to demodulate and execute the reader commands. Overall, the read range of the LF and HF tags does not exceed one meter. In many cases, they are mainly used in applications with a high demand for confidentiality in data handling. For instance, payment cards, passports, tickets and mobile payments are handled utilizing HF or LF RFID technology. To guarantee security, the IC used in this type of tag must be equipped with certain cryptography features and also enough memory. [1][13]

The RFID tags operating in the UHF or UW (Ultra Wide Band) frequency band mostly follow the far-field communication rules. As mentioned before, the electromagnetic wave propagated by the reader antenna will be captured by the tag to enable the communication. And part of the reader energy will be reflected back to the reader by the tag. In the following sections, the communication principles between the tag and the reader in far-field is discussed in more detail. For the UHF tags, depending on the passive or active type, the read range can vary from one to tens of meters. The retails, supply chain management, access control, and smart packaging are a few application areas in which UHF tags are popularly used. A brief review of the RFID technology family is presented in table 2.1.


Table 2.1: A brief classification of RFID technology. [7]

<table>
<thead>
<tr>
<th>Family</th>
<th>Read Range</th>
<th>Capacity of Coding</th>
<th>Cost of the Tag</th>
</tr>
</thead>
<tbody>
<tr>
<td>LF, HF</td>
<td>Less than 1 m</td>
<td>Some Kbits</td>
<td>&gt; 0.4 euros</td>
</tr>
<tr>
<td>UHF, SHF</td>
<td>1-100 m</td>
<td>Some Kbits</td>
<td>&gt; 0.1 euros</td>
</tr>
<tr>
<td>UWB</td>
<td>Less than 60 m</td>
<td>Some bits</td>
<td>&gt; 0.3 euros</td>
</tr>
</tbody>
</table>

2.2 Operation Principle of Passive UHF RFID

The passive UHF RFID tags are commercially the most used in the market, due to the cheap price and power efficient features. Therefore, the main subjects of the studies in this book are focused on the far-field operation of the passive tag on the UHF frequency band. In this section, an overview of the operation principle of the passive UHF system is discussed.

2.2.1 The Structure of the Passive Tag and Matching

A passive UHF system consists of three main components: the tag, the reader unit, and the application host. A passive UHF tag includes an antenna and a microchip which is known as the RFID IC (chip), and it is connected to the antenna as a load. The interaction between the antenna and the IC is significant when evaluating the performance of a tag. Considering the antenna as the generator of voltage and power for the load (IC), the power exchange should be optimized to achieve the desired performance from a tag.

As the equivalent circuit model shows in Figure 2.2, the antenna input impedance can be presented by $Z_a = R_a + jX_a$ and the input impedance of the RFID chip is $Z_{chip} = R_{chip} + jX_{chip}$. The $R_a$, $R_{chip}$ represent the resistance part and $X_a$, $X_{chip}$ refer to the reactance part of the impedance for the antenna and the IC, respectively, at their input terminal. To maximize the performance of the tag, the maximum power transfer between the antenna and load should be considered [14]. This will be achieved only if the impedance of the chip, as a load, be the complex conjugate of the antenna impedance or $Z_{chip} = Z_a^*$ [15].

Figure 2.2: The passive RFID Tag: equivalent circuit model
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Otherwise, it causes additional waste of power. The mismatch level between the tag antenna and IC can be defined using the term power reflection coefficient (\( \Gamma \)) given as [14]

\[
\Gamma = \frac{Z_{\text{chip}} - Z_a^*}{Z_{\text{chip}} + Z_a^*}.
\]  

(2.1)

Assuming the tag collects the power \( P_{r,\text{tag}} \), the fraction of the power which is delivered to the chip is defined as

\[
P_{\text{chip}} = \tau P_{r,\text{tag}}
\]

(2.2)

where the \( \tau = 1 - |\Gamma|^2 \) is the power transmission factor and it is a value between zero and one. For the maximum power transmission, where \( Z_{\text{chip}} = Z_a^* \), the \( \tau \) factor is simplified as follows

\[
\tau = \frac{4R_a^2}{|Z_{\text{chip}} + Z_a|^2}.
\]

(2.3)

Later in section 2.3, the importance of the matching and transferring enough power to the chip for the performance evaluation of the RFID tags will be discussed more. In general, the RFID chips are commercially available components with the defined impedance. Therefore, designing an antenna with proper matching and acceptable performance has always been one of concerns of antenna designers. There are several kinds of matching techniques and other considerations for antenna design which have been addressed in many research works, such as [10], [16] and [17].

2.2.2 The Power Transmission in Forward and Reverse Link

To be able to communicate with the reader, a passive tag must power up itself by harvesting the energy transmitted by the reader. The communication between the tag and the reader can be divided into three main phases: in the start, the reader sends continuous wave (CW) to wake up the tag. When the tag receives power level above the IC’s threshold power \( (P_{t,h,\text{-chip}}) \), the tag is activated and the second phase of communication, in which the reader sends the commands, starts. Finally, in the third phase, the reader sends another CW which the tag modulates and backscatters to the reader. [18]

The details of the communication protocols in the signal processing level is out of the scope of this work. However, overall, the UHF RFID system follows the standards defined by EPCglobal UHF Class-1 Gen-2, for data handling. As addressed in details in [8] and [20], the tag and the reader can use different modulation, coding and decoding techniques, such as amplitude shift keying (ASK) or phase shift keying (PSK) for communicating with each other. The FM0 baseband or Miller modulation of sub-carrier are typical methods which the tag uses for encoding the backscatter data. These techniques are implemented into the firmware of the reader measurement units provided by the measurement device manufacturers (such as Voyantiv) for easy measurement and performance analysis of the system.

Since the tag is passive with no source for generating power, it utilizes the tag’s antenna as scatterer element for reflecting the power back toward the reader. Based on this fact, the reverse communication link (tag to reader) can be defined as purely scattering and overall, the RFID system can be considered as a radar system [21]. Details about the tag antenna as a scattering element, and also different indicators for explaining the scattering mechanism are provided in [22] and [23]. Similar to radar systems, when the reader antenna (as source) transmits power toward the tag (as the target), the capability of
the tag antenna to scatter the incident power can be evaluated using the term radar-cross-section (RCS). The general definition for radar-cross section according to the radar system equations presented in [22] as

\[
RCS = \sigma = \lim_{{R \to \infty}} (4\pi R^2) \frac{S_r}{S_i} \quad (\text{Wm}^2).
\] (2.4)

Here, \(S_i\) is the power density of the incident plane wave (coming from the source) when it is illuminating the area of the target, and \(S_r\) is the power density of the reflected (scattered) wave at the receiver. Since the principle of the communication between the tag and the reader is based on changing the RCS of the tag antenna, a more specific equation about the RCS of the tag is given later in this section.

Looking into the details of the tag and reader communication mechanism, the tag modulates the backscattered signal utilizing the change of input impedance of the IC, when it switches between two different states, as shown in figure 2.3. In one state (i.e. \(Z_{\text{chip}0}\)) the antenna and IC are matched and the power collected by the tag is fully absorbed, in which the tag presents a certain RCS level, for example, the \(RCS_0\). The power reflection coefficient for this impedance state can be presented as \(\Gamma_1\). For the other impedance state (i.e. \(Z_{\text{chip}1}\)), where the antenna and IC are mismatched and most of the power reflected back, the tag presents another RCS level such as \(RCS_1\) and power reflection coefficient \(\Gamma_2\) can be defined as well. The \(\Delta RCS = RCS_1 - RCS_0\) defines the difference between two impedance backscattered signal. This type of communication in which the tag IC modulates the antenna RCS by load modulation is called modulated backscattering. [19][24]

As mentioned earlier in this section, the communication starts by the reader transmitting the power toward the tag. Starting from forward link (reader to tag), and assuming that the reader unit sends an output power of \(P_t\) watts and it is connected to a transmitter antenna with a gain of \(G_t\), the power density (\(S\)) at a distance \(R\) from the reader, where the tag is located is given by

![Figure 2.3: Principle of operation for a passive UHF system. [19]](image-url)
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\[ S_{\text{tag}} = \frac{P_t G_t}{4\pi R^2} \quad (W/m^2). \]  

(2.5)

Thus, the received power in the tag side where the tag’s antenna has an effective aperture \( A_{e\text{-tag}} \), given as

\[ P_{r\text{-tag}} = S_{\text{tag}} A_{e\text{-tag}} \quad (W) \]  

(2.6)

and

\[ A_{e\text{-tag}} = \frac{\lambda^2 G_{\text{tag}}}{4\pi} \quad (m^2) \]  

(2.7)

\( \lambda \) is the wavelength and \( G_{\text{tag}} \) stands for the tag’s antenna gain. [12][25]

Similarly, for the reverse link (tag to reader), the power density at the reader location defines as

\[ S_{\text{@reader}} = \frac{P_{t\text{-tag}} G_{\text{tag}}}{4\pi R^2} \quad (W/m^2), \]  

(2.8)

where \( P_{t\text{-tag}} \) is the transmitted power by the tag toward the reader. Thus, the backscattered power or the power collected by the reader antenna is

\[ P_{r\text{-reader}} = S_{\text{@reader}} A_{e\text{-reader}} = S_{\text{@reader}} \frac{\lambda^2 G_t}{4\pi} \quad (W), \]  

(2.9)

and, \( A_{e\text{-reader}} \) is the effective aperture of the reader antenna [25].

Based on the fact that the reverse communication link (tag to reader) can be described according to the radar equations, and as presented in 2.2, depending on the matching between the antenna and the IC, the total or only portion of \( P_{r\text{-tag}} \) will be reflected back toward the reader. Therefore, the relationship between the power received by the tag (\( P_{r\text{-tag}} \)) and the power transmitted from the tag (\( P_{t\text{-tag}} \)) depends on the matching states. In addition, for different matching states the tag presents different RCS values. Utilizing 2.4 and taking into account the matching coefficient between the IC and antenna (2.1), the RCS of the tag is given as [12][25]

\[ \sigma = \frac{\lambda^2 G_{\text{tag}}}{4\pi} |1 - \Gamma|^2 \quad (Wm^2). \]  

(2.10)

Considering the tag as an object with a radar cross-section \( \sigma \), the 2.9, total backscattered power received at the reader can also be presented as follows [12]

\[ P_{r\text{-reader}} = P_t \frac{\lambda^2 G_{\text{tag}} G_t}{(4\pi)^3 R^4 \sigma} \quad (W). \]  

(2.11)
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2.3 Performance Indicators of Passive UHF RFID

As explained in the previous section, transmitting enough power for activating the RFID chip is significant in analyzing the performance of the passive RFID system. Therefore, in the specification of commercially available RFID chips, the sensitivity level of the chip \((P_{\text{th-chip}})\) is usually defined by the manufacturers. This means that the IC should receive at least the power level equal to or above the \(P_{\text{th-chip}}\) to operate in the active mode. On the other hand, the minimum required transmitted power for activating the tag is known as threshold power \((P_{\text{th}})\) which is one of the performance indicators of UHF passive tags.

The threshold power \((P_{\text{th}})\) can be defined by substituting 2.6 with 2.2 as follows [26]

\[
P_{\text{chip}} = \tau P_l \frac{\lambda^2 G_{\text{tag}} G_t}{(4\pi R)^2} \quad (W),
\]

and replacing the \(P_l\) with \(P_{\text{th}}\), and \(P_{\text{chip}}\) with \(P_{\text{th-chip}}\), the power required to activate the tag from distance \(R\) is known as the tag threshold power and is given by

\[
P_{\text{th}} = \frac{P_{\text{th-chip}}}{(\lambda/4\pi R)^2 G_{\text{tag}} G_t \tau} \quad (W).
\] (2.13)

The typical sensitivity level \((P_{\text{th-chip}})\) of RFID chips is between -16 dBm to -18 dBm, however the chip manufacturers such as NXP or Impinj introduced new ICs with sensitivity of about -20 dBm, which leads to lower threshold power for activating the tag [27][28].

Another important performance indicator of the UHF passive tag is the read distance of the forward communication link. The read distance \(R\) for the forward link can be calculated from 2.12 and changing the \(P_{\text{chip}}\) to \(P_{\text{th-chip}}\) [8]

\[
R_{\text{fwr}} = \frac{\lambda}{4\pi} \left( \frac{P_l G_t G_{\text{tag}} \tau}{P_{\text{th-chip}}} \right)^{\frac{1}{2}} \quad (m).
\] (2.14)

Assuming that the output power of the reader plus the gain of the transmitter antenna provide the maximum transmitted power toward the tag and with respect to the defined value for IC sensitivity by the IC supplier, the parameters which can maximize the read range of the tag are the gain of the tag antenna and matching condition. Therefore, designing the tag antenna with the maximum possible gain and optimum matching can significantly improve the performance of the passive tag.
3 RFID-Enabled Sensor Tags and Detection Methods

Utilizing the RFID technology in a wireless sensing system can vary according to different possible functionalities and costs. For instance, active RFID tags which are equipped with a battery and actual microcontrollers are very suitable for a sensing application that requires a higher data rate exchange and a long operating range. However, the big size together with the high implementation cost and limited lifetime are the main drawbacks for this type of sensor. Regarding the size and cost of tags, the chipless RFID is known to be cost-effective and tiny. Especially when considering the ongoing development in printing technology with conductive ink, which makes direct printing on paper or packages possible, the chipless tag could be transformed into a cheap sensor, but again they are very limited in terms of data storage. Conversely, the passive RFID tags with their very tiny microchips ensure good data rates and a longer lifetime since they are a fully battery-free system. Although in comparison to the active RFID sensor, the passive tag sensors are limited in terms of the reading range but their cost-efficient and power-efficient nature makes them attractive for many wireless sensing applications available in the market.

The implementation and measurement methods are important aspects in RFID-based sensor technology, due to the direct impact on the performance of the whole system. The materials and methods used for the fabrication and implementation of the RFID tags affect the performance and price of the tag, which are essential elements in the commercial RFID technology market. In addition, the measurement techniques utilized in the RFID system, and in particular the detection methods for the sensor tags, have a significant impact on the rapid growth in the use of RFID sensors in more complex applications.

There are high demands in the commercial market for passive tag sensors, since the fabrication technology can be environmentally friendly, reliable, robust and cost efficient. Furthermore, the measurement techniques that can be simply implemented and provide accurate information and also guarantee the confidentiality of the data exchanged has been interesting for the commercial applications that use passive sensor tags. All these were enough reasons that in the past few years, some of the key topics in several remarkable research and development work in the field of RFID focused on introducing novel technologies for the fabrication of sensor tags as well as a simple and new technique for measuring them. [29][30][31][32][33]

Taking advantage of the UHF passive RFID system in the development of wireless sensing technology, this chapter discusses the most recent manufacturing techniques of the passive RFID sensor tags. The focus is also on how RFID-enabled sensors can be detected and what are the advantages and disadvantages of the different detection methods. Finally, we will introduce and discuss a simple method for the detection of the RFID-enabled
sensor tag that can be useful and practical for the detection of the passive sensor tags which are placed outside of the shielded chamber in the free environment, similar to many actual use-cases of RFID sensor tags.

3.1 RFID-Enabled Sensor Tags

The passive UHF RFID technology with its unique features plays a significant role in wireless pervasive sensing. The demand for low-cost, power-efficient sensors which have a long life-time and can be easily integrated in the target application, makes the passive UHF RFID tags one of the capable candidates in the implementation of ubiquitous sensing [3][4]. The RFID-enabled sensor has the potential to bring different benefits to several applications.

Everywhere where real-time monitoring is important, such as health care, cold chain monitoring, and food tracking or smart house, the RFID-enabled sensor could be used [3]. For instance, one use-case of the passive RFID-enabled sensor in the automotive industry is to recognize water leakage in any part of the car body during the final quality control check in the production line. By using a passive RFID humidity sensor as a water leakage tag it is possible to sense and measure moisture condition changes within a car body and detect any water ingress into the vehicle during the final quality control checks [34]. The commercial version of this product was introduced to the market for the first time by SMARTRAC Technology Group [34].

Health care is another industry where demands for RFID-enabled sensors rise every day. It has already been proved that the RFID technology is capable of improving the performance and responsiveness of health care systems [3][35][36]. From reducing the risk of misidentifying the patients (by using a very simple RFID tag) to bringing a health care system to the homes of the elderly to monitor their medication, there are several examples showing why adopting RFID technology is improving the efficiency and management of patient care inside and outside of hospitals [3][37]. One useful and practical example is a proposal for pervasive-sensing hospitals reported in [38], where utilizing the RFID and sensor networks technology has improved the management of the available equipment, assets, drugs, and the personnel and patients information.

3.1.1 Implementation and Manufacturing Techniques

A passive UHF RFID tag can be easily transformed to a sensor due to its simple but smart structure which consists of an antenna and an RFID chip. Using the antenna as a sensing element has been introduced years before the existence of RFID technology [39]. An antenna’s characteristics are sensitive to the surrounding environment which means that any change in a parameter in the environment can be sensed by observing a change in the antenna characteristics [40][41]. Moreover, the use of modern technologies for the fabrication of an antenna and utilizing different materials (such as conductive ink), help expanding the variety of parameters that can be detected. In addition, the RFID chip, being a tiny computer, can be be manufactured to have advanced sensing features in addition to the radio (RF) features. Nowadays, there are commercially available RFID chips with sensing features that are used for the fabrication of passive sensor tags in many different applications [42]. In this section, a few different methods of manufacturing the RFID antenna, which also can be used for implementation of the antenna-based sensor tags are introduced.
Fabrication of the tag by using the embroidered technique for wearable RFID applications has been studied widely in past few years [43][44][45]. Such a tag can be implemented using conductive textiles which are commercially available or sewing the antenna pattern using conductive threads directly on a fabric. One of the benefits of the embroidered tags is their flexible structure. For instance, an antenna pattern which has been sewn onto a stretchable fabric can simply work as a strain sensor to detect the applied strain [43]. In addition, the wearable RFID tags can be easily integrated into clothes to be utilized for human identification and many sensing applications. More details of this technique will be discussed later in this chapter.

Manufacturing the antenna for ordinary RFID tags is most popularly done using subtractive methods, such as etching. In this method, the entire substrate area is covered with the conductive material and during the process, the antenna layout remains on substrate and the rest of the conducting material will be removed from the area. The main disadvantage of this method is waste of the conductive material, a complex process, and using chemical materials that are not environmentally friendly [46]. The RFID tags manufactured with subtractive methods are widely used in the commercial market of RFID. These tags can occasionally be used for sensing purposes and they are known as self-sensing tags [47].

Due to the complexity and cost of the subtractive method for manufacturing the RFID antenna, introducing the additive manufacturing technology shows a promising future in the fabrication of the antenna for the sensor tag, especially the antenna-integrated sensors. Contrary to the subtractive method, in the additive manufacturing process the conductive material is added to that part of the substrate where the antenna layout is meant to be. This way the waste of the conductive material is minimum, and the manufacturing process is simpler. The screen printing, brush-painting, Gravure printing, Flexography, Inkjet printing and 3D direct write dispensing are a few examples of additive methods that can be used for the fabrication of the RFID antenna.

Inkjet printing is one of the famous additive manufacturing methods for manufacturing the RFID antenna. During the recent years, many research studies have focused on the use of Inkjet printing techniques for the fabrication of the RFID antenna and antenna-integrated sensors [48][49][50]. Utilizing the inkjet printing and nanoparticle inks it is possible to print the antenna pattern directly on the substrate material. Printing the antenna pattern partially with nanoparticle inks such as graphene, whose properties change by changing the environment parameters (such as humidity, temperatures), is one way of fabricating the antenna-integrated sensors [51][52]. The drawbacks of inkjet printing techniques are maybe the slow printing process and the risk of nanoparticle inks for health which are not known well so far.

3D direct write dispensing is another additive manufacturing technique that can be used for the fabrication of the RFID antenna. In contrary to inkjet printing where the ink material does not flow continuously and works as a drop-on-demand method, in 3D direct write the material flows continuously between the nozzle tip and the substrate. This will make the printing process much faster compared to inkjet printing. In addition, the printing nozzle can freely move in X, Y and Z directions and this will make it easy to print of the antenna over any 3D surfaces. [53]

The figure 3.1 shows the 3D direct write dispensing machine from nScrypt [53] (the tabletop series) which has been used in the study in Publication IV. The machine includes two dispensing pumps which are controlled by a computer and print the designed antenna pattern precisely on almost any kind of substrate material surface. In the
following study case, it briefly is explained how a miniaturized RFID tag was fabricated using this machine.

**Study case 1: 3D miniaturized passive UHF tag for sensing applications**

Utilizing 3D direct write dispensing, a fully 3D passive UHF tag was developed in Publication IV. The purpose of the study was to show how using the novel additive manufacturing methods can promise an efficient and low-cost fabrication method for high-frequency components and devices such as the antenna.

There have been studies on the fabrication methods for antennas such as Inkjet printing, but the printing of the antenna’s layouts was limited to 2D planar circuit [54][55]. Concerning the use of the antenna as the propagation element for a sensor device in a WSN node, the direction of the maximum directivity is limited to one dimension if the antenna structure is a planar patch or a monopole/dipole antenna. Thus, the design and fabrication of the antenna with a 3D structure which can offer an omnidirectional radiation pattern has been the subject of many interesting research works, like [56][57][58][59][60]. However, in those studies, the fabrication was performed by designing a planar antenna and folding it to a 3D form. The folding can help achieving an omnidirectional radiation pattern but limitation in the size and shape of the antenna as well as used materials are the main drawbacks of the method. While, with help of the modern 3D technique for manufacturing of the antenna, the tag antenna can be printed directly on any 3D structure (i.e. cube, cone, sphere) using a variety of conductive materials (such as silver ink or copper ink). Therefore, the passive RFID tag as the final product can have full
visibility from all orientations. One of the main advantages of this method is the easy transformation of a simple tag to a sensor tag.

The structure of the passive UHF tag presented in Publication IV is simple and efficient and it has been designed to operate on the FCC frequency band (900 MHz). The dispensing technique described above is used for the fabrication of this dual-antenna tag. The antenna design, simulation, and optimization were performed using the HFSS simulator tools. The narrow-line dipole structure was selected for the antenna, due to easy and low-cost fabrication. The RFID IC chosen for this design was NXP UCODE G2iL [61] and T-match structure was used to achieve the best matching between the antenna and the IC. Since the length of the antenna for operating at 900 MHz was much bigger than the size of the substrate, meanderlines were used for minimizing the design.

The narrow line dipole antenna was dispensed on a 8 cm$^3$ wooden cube (2 cm × 2 cm × 2 cm) utilizing the nScrypt dispensing machine (figure 3.1). Wood was selected as the substrate to present the capability of the utilized technique and to show that it is not limited by the rough surface or shape and size of the substrate material. In addition, the narrow-line dipole structure enables low cost, is quick to fabricate, and provides good performance for the tag. The dipole pattern was printed directly on the wooden cube using conductive silver ink. The figure 3.1 shows the fabrication process of the tag and from the top view picture we can see how direct printing on the conductive strap of the IC eliminates the use of any conductive epoxy for connecting the IC and the antenna.

The performance of this tag has been measured using Voyantic’s Tagformance setup. The measurement result presented in figure 3.2 shows the radiation pattern of the tag in the form of the read range. The tag has approximately a 2-meter read range which is very good performance compared to the size of the tag. In addition, the result illustrates that the tag has full visibility from all directions.

![Figure 3.2: Radiation pattern of the tags in term of read range at 900 MHz, ZY-plane. IV](image-url)
3.1.2 Antenna-Based Sensing Mechanism

Considering the components of a passive RFID tag, both the antenna and the IC can be used as sensing elements. Obviously, antenna-based sensing is a low-cost and easy approach for the implementation of the passive RFID sensor tags [47]. As mentioned previously, an ordinary passive RFID tag can be used as a sensor, which is known as a self-sensing tags, and some examples are reported in [62] and [63]. These kinds of tags do not include any sensor components, but they detect the change in the electrical properties of the object that they have been attached to. This is because the antenna is sensitive to changes in the background material properties.

Here are a few different mechanisms that explain how the self-sensing tags operate. A very basic way is the intrinsic sensing capability of RFID tags which sometimes can be considered as a limitation also. In principle, the tag antenna is extremely sensitive to a change in electromagnetic properties (i.e. relative permittivity and loss tangent) of the background material. This easily can tune the antenna to a different frequency [64]. However, it is a limitation when the electromagnetic characteristics (relative permittivity and/or loss tangent) of the background objects should be known while optimizing the tag performance. The sensor tag reported in [47] and [62] is an example of a self-sensing tag used to detect the filling level in a bottle of liquid. Basically changing the permittivity of the background material will change the backscatter power level that is sent out by the tag. The sensing process is performed by analyzing the variation in the received signal strength.

Detecting the deformation is another way that a self-sensing tag can work. Such a tag is used for detecting geometrical changes. When the tag is attached to the target object, any change that can affect the geometrical size and shape of the antenna can be detected by analyzing the tag response. The sensor tags presented in [43], [65] and [66] are a few examples of these kinds of a sensor tags.

Despite the simple structure of self-sensing tags, some certain physical parameters (i.e. temperature or gas) cannot be detected using this kind of sensor tags. For the detection of such parameters, the antenna-integrated sensor tag has been introduced. One method for implementing this kind of sensor is to load the tag with chemicals. Typically, part of the antenna pattern is made using certain chemical materials which have sensing capability. There have been several researches related to the use of nanoparticle materials such as carbon nanotube (CNT) or graphene for the implementation of sensor tags, due to the change of their chemical properties with respect to the environmental changes [52][67][68][69]. The nanomaterial-based inks can be printed as part of the antenna layout and be used, for instance, as a gas or humidity sensor.

3.2 Wireless Detection of RFID Sensors

Besides the implementation methods and sensing mechanism of a UHF passive RFID sensor tag, the wireless readout or detection technique is another important topic for monitoring the sensed parameter. Regardless of the mechanism with which a change is applied to a sensor tag, the applied changes are visible in the performance indicators such as the backscattered power level, operating frequency, and the read distance. Here we discuss the practical methods with which the sensed parameters can be extracted from the tag’s responses and present two methods for wireless readout of sensed data.
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Protocol-based testing units

For the passive UHF sensor tags which are equipped with an IC (chip-equipped sensor tag), the commercially available transceiver units can be used for wireless readout of the data from the tag. These measurement units which are popularly used in companies, universities and research centers, follow a common conventional method for measuring the tag’s responses. The method is based on a certain communication protocol defined by ISO 18000-6C ("Gen2") [70], that was briefly mentioned in 2.2. A standard Gen2 measurement device typically includes a reader unit, a reader antenna, cables, connectors, a circulator, and also a host computer for installing the application and monitoring the data. The reader unit consists of the main processor which can support the protocol command exchange with the tag and also of other necessary components such as RF generator and RF receiver.

In this method of measurement, the tag is placed in a fixed distance from the reader and the power transmitted by the reader varies from the minimum level to the maximum value that reader unit can provide. The transmitted power varies until the tag starts responding to the reader. The measurement is typically conducted inside a controlled environment, such as an anechoic chamber to have repeatable benchmark measurement [18].

Portable test systems, such as Tagformance Lite from Voyantic [71], RFID Xplorer test system from CISC [72] and TC-2600A RFID test system from TESCOM [73] can be mentioned as examples of commercially available protocol-based testing solutions. Figure
3.3 shows the UHF testing solution from Voyantic. This measurement unit is discussed later in more detail in study case 2.

**Radar-based measurement technique**

Another technique for measuring an RFID sensor tag does not need any specific communication protocol. The radar-based method is mostly used to measure chipless RFID tags and to extract the electromagnetic signature of the tag, since the conventional method cannot be used due to the chipless nature of the tag. However, in coming sections of this chapter we discuss that how radar-based method also can be used for measuring the performance of sensor tags that are equipped with an RFID chip.

As addressed before, the reverse communication link in the RFID system is fully scattering, and the system can be treated as a radar system. The radar target scattering data can be collected by using the RCS measurement, and here, the RFID tag can be seen as a radar target. Thus, the analysis of the radar cross section (RCS) as a function of the frequency is one the methods for the interrogation of the passive UHF tags.

The RCS measurement can be conducted both inside an anechoic chamber or an open environment. Based on [22], one type of an RCS measurement is the frequency-domain type that allows measuring the amplitude and phase of the reflected response of the tag as a function of frequency. There are two different configurations for conducting the measurement, bistatic and monostatic. The bistatic setup includes an RF source, a transmitter and a receiver antenna, which are separated by distance and sometimes at a maximum angle of 180 degrees. The set up is similar for the monostatic configuration, but the transmitter and receiver antennas are collocated.

The figure 3.4 shows the main elements of a bistatic RCS measurement setup. The VNA (vector network analyzer) can be used as the RF source to generate the CW (continues wave) for performing the frequency scanning. The port 1 of the VNA is connected to the

![Figure 3.4: A bistatic frequency measuring radar bench.](image)
transmitter antenna and the port 2 is connected to the receiver antenna. The ratio between the reflected and the transmitted power as well as the phase difference is calculated for each frequency point. This refers to the complex $S_{21}$ parameters of the target (here RFID sensor tag). In fact, the measured reflected signal includes responses from both the tag and the environment. According to 2.4, and in the far-field approximation, the RCS ($\sigma$) of the tag can be defined as follows [7]

$$\sigma = 4\pi R^2 |S_{21}|^2$$  \hspace{1cm} (3.1)

Using 3.1 to calculate the RCS of the tag in an open environment where the measurement setup is surrounded with disturbing objects, will not provide the pure tag response. Thus, a calibration process is required to distinguish the tag response from the background response. The calibration procedure for a radar-based measurement system has been described in detail in [74] and also in the section 5.3.1.1 of [7]. Based on the simpler model described in section 5.3.1.1 of [7], in addition to the target tag measurement ($S_{21tag}$), two extra measurements are required for calibration. One is the empty environment (no-tag) measurement in which the results are known as $S_{21notag}$. This will remove all static reflections from the environment. Other measurement is the reference sample measurement and the results are named as $S_{21reference}$. The reference sample can be for example a simple metallic rectangular plate whose RCS ($\sigma_{ref}$) is known based on simulation or analytical equations. Conducting these three measurements, the value of the RCS of the tag under test can be calculated as follows [74]

$$\sigma_{tag} = \left[ \frac{S_{21tag} - S_{21notag}}{S_{21ref} - S_{21notag}} \right]^{2} \sigma_{ref}.$$  \hspace{1cm} (3.2)

Measurement of the RCS as a performance identifier for the detection of the sensed parameter in a passive RFID sensor tag has been studied in detail in Publication I.
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Study case 2: dual-interrogation-mode sensor

The performance of a strain sensor has been measured using two different techniques, in Publication I. An embroidered passive UHF RFID tag for sensing the strain and monitoring deformation has been fabricated and the applied strain is realized and interrogated using two different techniques. The first technique is read-range extraction which relies upon the detection of the threshold power, and the second technique is protocol-free RCS-based technique I.

Utilizing stretchable fabric and conductive thread together with the embroidered technique, a simple and practical sensor tag for detection of the strain was implemented (figure 3.5). The antenna is a dipole and the famous T-match structure is used to achieve the proper matching with the RFID chip. The antenna layout has been sewed on a polyester-based stretchable fabric as a substrate. The sewing pattern for the antenna was selected based on the study results published in [75], [44] to achieve the best conductivity for the antenna. For the fabrication of this sensor, the same conductive thread and embroidered machine as [75] is used, for the best agreement in results. The sensor tag is equipped with NXP G2iL chip with the impedance of $Z_{IC} = 23-j224 \ \text{Ω}$ at 915 MHz [61]. The manufacturer provided the IC with a strap fixture which has large conductive pads and can be easily glued to the antenna pattern using conductive glue as shown in figure 3.5.

To measure the performance of the strain sensor based on the chipped-enabled technique, the Voyabtic Tagformance RFID measurement system was used [71]. Tagformance, as a bistatic reader unit, includes an RF generator and an RF receiver. The reader output power varies from 3 dBm up to 27.8 dBm over the frequency range of 800 MHz - 1GHz, and the receiver sensitivity is -80 dBm. The Tagformance software offers many advanced features to obtain the read range of the tag. One feature is calculating the minimum power level ($P_{t,th}$) for activating the tag, using the threshold sweep [71]. In practice, the software does a frequency sweep over the entire frequency band with adjustable steps (i.e. 5MHz). For each frequency point the transmit power is changing in 0.1-dB steps to find the minimum power level at the reader port which enables the tag to reply to query command [70].

In addition to $P_{t,th}$, the forward link path loss ($L_{iso}$) is also required for calculating the maximum forward link read range. The system obtains $L_{iso}$ by performing a calibration process done by the user. The user places a reference tag on the location where the tag-under-test would be placed and reference tag is aligned to match the polarization of the reader antenna. The software performs a threshold sweep on the reference tag to obtain all the losses in the measurement channel. Basically, software stores the information about the exact amount of power required at the reference tag to activate it if it would be connected directly to the transmit port, any deviation from these values are considered as path loss. The path loss includes the reader antenna gain and losses, the losses of
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Figure 3.6: Read range measurement of strain sensor tag using Tagformance set-up. I

the cables and polarization losses. Having information of $L_{iso}$ and $P_{t,th}$, the maximum forward link read range is given as,

$$R_{max} = \frac{\lambda}{4\pi} \sqrt{\frac{EIRP}{L_{iso} P_{t,th}}} \quad (3.3)$$

where EIRP is the maximum allowed equivalent isotropically radiated power. As shown in figure 3.6, strain is applied to the sensor by stretching the fabric using 4 pins, and the read range of the sensor for each certain length of the antenna was measured inside an anechoic chamber. The results of the measurements are presented in figure 3.8b and obviously the read range of the tag has been increased by increasing the length of the sensor.

Another applied method studied in Publication I for measuring the performance of the strain sensor was the chipless technique which is based on a monostatic radar-based measurement using a VNA. This technique was introduced in detail in the previous section, and the only difference here is utilizing a monostatic setup instead of bistatic, for simplification purposes. As shown in figure 3.7, measurement was conducted in a room environment and the strain sensor tag was placed in front of the reader antenna in the same polarization. The reader antenna is connected to port 1 of the VNA.

By applying tensile force to the fabric and stretching the sensor, the antenna length increases. The $S_{11}$ parameter of the tag has been measured for the different lengths of the sensor and the RCS value has been extracted from the measured data based on the equation 3.2. Figure 3.8a shows the RCS change of the tag by increasing the length of the sensor.

Comparing figures 3.8a and 3.8b shows that applied strain on the sensor tag can be sensed accurately utilizing both protocol-based and chipless techniques. Basically, this proves
that the combination of these two techniques can provide a passive sensor with a large identification coding capacity which still can be detected with no specific protocol.

(a) Change of the RCS value when strain is applied.

(b) The read range of the tag increases by applying the strain.

Figure 3.8: Detection of the strain by read range and RCS measurements of the sensor tag.
3.3 Double Power Detection Technique

As discussed in the Publication I and also in the previous section, the two main techniques for the detection of the sensor tag have their own advantages and disadvantages. Detection of the sensed parameter based on the measurement of the tag RCS, which is mostly used for the detection of the chipless tag, is a simple and protocol-free method. However, using this technique outside the anechoic chamber needs very accurate calibration measurements for removing the static reflections of ambient scatterers, which is a time-consuming process [74]. Moreover, the extraction of the RCS value from measured return loss ($S_{11}$) requires complicated post-processing calculations. On the other hand, in many real-life applications, the detection process is done in a free space environment where there are background reflections included in sensor tag responses.

In Publication II a novel detection method for chipped RFID-enabled sensors was introduced. This approach still uses the radar cross-section measurement method but to cancel the effect of environmental reflections takes the benefit of the nonlinear properties of the RFID chip, and this eliminates the whole calibration process and makes the detection process more simple and fast.

In practice, the idea of this method comes from the fact that the impedance of the RFID chip is a nonlinear function of the incident power while the ambient scatterers feature a linear behavior by changing the transmitted power. Based on this idea, by transmitting two distinct power levels toward the sensor tag, two very different electromagnetic responses (RCS) are expected. This will happen if two different power levels can cause a significant variation of the chip impedance. Thus, measuring the sensor tag using two different incident power levels in a highly-cluttered indoor environment and by subtracting the two different EM responses, it is only pure tag’s response which remains and not background reflection. Because the normalized response of the background reflection does not change by changing the power.

For a better clarification of the concept, a simplified model of the whole measurement channel is presented in figure 3.9 [7][76]. Based on this model the block M is recording the total system response. The response includes the effect of direct coupling between the transmitter and receiver antennas when there is no tag or any other object in front of the

![Figure 3.9: A simplified channel model of sensor tag detection system.](image-url)
antennas. The direct coupling is represented by \( I = T \cdot D \cdot R \) where \( T \) and \( R \) are modeling the effect of cables and antennas in the transmitter and receiver paths respectively. The system response also includes the measurement channel and the ambient scatterers effect. The sensor tag under test is modeled using block \( C \) and the unknown objects in the surrounding environment are modeled by block \( O \) [76]. According to this model, the total system response could be presented as follows [76]

\[
M_{\text{total}} = I + T \cdot C \cdot R + T \cdot O \cdot R.
\] (3.4)

The response of this system can be considered as a function of transmitted power. Thus, the system’s response for two different transmitted power is represented below

\[
M_{\text{total}}(P_{tx1}) = I(P_{tx1}) + T(P_{tx1}) \cdot C(P_{tx1}) \cdot R(P_{tx1}) + T(P_{tx1}) \cdot O(P_{tx1}) \cdot R(P_{tx1}),
\] (3.5)

\[
M_{\text{total}}(P_{tx2}) = I(P_{tx2}) + T(P_{tx2}) \cdot C(P_{tx2}) \cdot R(P_{tx2}) + T(P_{tx2}) \cdot O(P_{tx2}) \cdot R(P_{tx2}).
\] (3.6)

The subtraction of the system responses for two different powers is equal to

\[
M_{\text{total}}(P_{tx1}) - M_{\text{total}}(P_{tx2}) = [T(P_{tx1}) \cdot C(P_{tx1}) \cdot R(P_{tx1}) - T(P_{tx2}) \cdot C(P_{tx2}) \cdot R(P_{tx2})].
\] (3.7)

In 3.7, the total measurement results are only dependent on the tag’s response for two different power levels, because the terms "O" and "I" do not change by changing the transmitted power. This way the effect of unknown objects can be easily removed. Later in this section, it will be discussed how this model can be used for the detection of a strain sensor.

As mentioned before, the nonlinearity properties of the RFID chip is an advantage for implementing the double power detection method. In fact, when the chip receives different power levels its impedance changes significantly and this impedance variation causes the tag to present certain RCS values. The difference between the tag’s backscattered signals in high and low impedance levels of the chip is noted \( \Delta \text{RCS} = |\sigma_{\text{max}} - \sigma_{\text{min}}| \).

In Publication III, an estimated model of the chip impedance as a function of the transmitted power has been introduced. Utilizing this estimated model the up-most read distance of the proposed detection method has been predicted and verified experimentally by the detection of a strain sensor.

**Extraction of the chip impedance for different transmitted power**

To extract the chip impedance as a function of the transmitted power, two steps were taken. In the first step, utilizing a frequency domain measurement setup, the RCS of a simple dipole tag for different transmitted power was measured. The tag composed of an NXP UCODE G2iL chip with the sensitivity of -18 dBm was attached to a dipole antenna made from pure copper tape on a thin polyimide as substrate. This tag was placed at the distance of 20 cm from the reader horn antenna which was connected to the port 1 of the VNA. The power delivered by the VNA was varying from -14 dBm to +14 dBm and the tag response \( (S_{11}) \) was measured for different power levels. The RCS values were calculated using 3.2.

In the second step, the RCS value of the same tag was simulated and calculated using CST Microwave studio tools. In the simulation, the chip was modeled using lumped
element circuit (RC parallel circuit) and the RCS value was achieved by changing the values of $R_{\text{chip}}$ and $C_{\text{chip}}$. The value of $R_{\text{chip}}$ varies from 300 $\Omega$ to 2800 $\Omega$ and $C_{\text{chip}}$ evolves from 0.9 pF to 1 pF.

The impedance of the equivalent circuit model of the chip is defined as

$$Z_{\text{chip}} = \frac{R_{\text{chip}}X_{\text{chip}}}{R_{\text{chip}} + X_{\text{chip}}}$$

(3.8)

where $X_{\text{chip}} = \frac{1}{j\omega C_{\text{chip}}}$. Finally, comparing the simulation with the measurement results and finding the most similar simulated RCS curves to the measured RCS curves, it was possible to derive a relationship between the power levels transmitted toward the tag ($P_{\text{tx}}$) and the value of its chip impedance ($Z_{\text{chip}}$). This relationship is illustrated in figure 3.10. As one can see, by increasing the transmitted power, the absolute value of the impedance decreases while for the power values of less than -10 dBm, the chip impedance is constant. This explains that with respect to the certain measurement distance of 20 cm and chip’s sensitivity of -18dbm, the transmitted power of -10 dbm is not enough for activating the chip.

**Figure 3.10:** The impedance of RFID chip as a nonlinear function of transmitted power. III

**Generalizing of impedance model for different measurement distances**

The chip impedance model presented in figure 3.10 depends on two parameters: the measurement distance and the level of transmitted power. In the experimented setup, the upper power level (14 dBm) was limited due to the VNA model. Due to this limitation, it was not possible to monitor the behavior of the impedance for higher power levels. Thus, to expand the estimated impedance model for other measurement distances and power levels, the impedance of the chip also was measured using a VNA at a single frequency (915 MHz). The details of the measurement have been explained in section 3 part A of Publication III. As the measurement results in fig.4b of the same section show, despite of the slight disagreement between the results, both measurement techniques prove the nonlinear behavior of the chip impedance as a function of the transmitted power.
Utilizing the impedance model attained by the VNA measurement, which is only a function of the transmitted power, and using the link budget calculations as explained in detail in section 3 part B of Publication III, the chip impedance behavior has been estimated when both parameters of distance and transmitted power change. The estimated impedance behavior as a function of \( P_{tx} \) for different measurement distances is illustrated in figure 3.11.

As addressed in detail in III, changing the RCS between a minimum and maximum value is an important principle for a reliable detection using the double-power measurement technique. On the other hand, it is obvious in figure 3.11 that for a larger measurement distance the transmitted power level should increase to keep the variation of the chip impedance in the levels that it can ensure a sufficient RCS change. The outcomes of the study in Publication III indicate that the \( \Delta \text{RCS} \) of about 5 is sufficient for having a reliable detection.

![Figure 3.11: The estimated behavior of impedance of RFID chip as a nonlinear function of transmitted power for different measurement distance. III](image)

**Verifying the proposed detection method**

Now, knowing more details of the nonlinear behavior of the chip impedance, it is easier to understand how the proposed double-power measurement technique works. In principle, and according to figure 3.10, transmitting two different power levels toward the sensor can cause a large variation of the chip impedance. This leads to different EM responses of the sensor tag (different RCS value). Therefore, the subtraction of two different responses contains only the tag response and no environment scatterers since the background reflections do not change by varying the transmitted power.

This technique has been proved by applying the measurement to detect the strain sensor. The detailed studies in Publications II and III show the use of the double-power measurement technique for the detection of an RFID-enabled strain sensor when the sensor tag is pulled by an external force and the magnitude of the response changes significantly.
3.3. Double Power Detection Technique

In the Publication III, it has been discussed how the impedance model proposed in figure 3.11 can help to choose the right power levels for the detection of the strain when the measuring distance increases. The same strain sensor has been detected using a bistatic measurement setup first at a distance of 30 cm from the reader antennas and then at a distance of 150 cm. According to the estimation in figure 3.11, when the measuring distance is 30 cm, the power levels of -5 dBm and +14 dBm will change the impedance of the chip from $163\ \Omega$ to $120\ \Omega$ and this can guarantee the sufficient RCS change for observing the large variation of the magnitude of response. The figure 3.12a shows the response of the sensor for different applied strain.

Similarly, when the measuring distance increases to 150 cm, based on 3.11, the minimum and maximum power levels of 6 dBm and 25 dBm should be selected for the detection since those values can guarantee a sufficient $\Delta$RCS. Figure 3.12b illustrates the response of the sensor for the applied strain when the measuring distance increases to 150 cm.

![Detection of the strain sensor at different distances](image)

**Figure 3.12:** Detection of the strain sensor at different distances. III
4 Passive Wearable RFID Tag for Localization Applications

4.1 Positioning- Underlying Principles

The positioning or the task to derive the location of a moving object is one of the areas of science in which utilizing radio signals has a significant influence on the development of the technology. The radio-based positioning systems have been an interesting field of research for years now, and radio technologies such as satellite systems, cellular networks, Wireless Local Area Networks (WLAN) are among the most popular used in positioning systems. Positioning in both open spaces and indoor environments are highly demanded due to the wide range of applications. Different techniques in each environment should be implemented to fulfill the requirements. [77][78]

Estimating the location in outdoor environments is typically done using satellites signals [77]. The signals are strong enough to be received at a high power level, and there is a line of sight between the transmitter and the receiver and no obstacles to attenuate the signals. However, using satellite signals for localization in indoor environments is challenging, since signals are weak due to the attenuations by windows or walls, and they also suffer interference from other available signals [77]. Overall, there are not many challenges left to be solved regarding outdoor positioning but for many different applications, the indoor location solutions are not developed enough yet. Finding an accurate, reliable and cost-efficient method with low complexity for indoor localization gained more attention in the industry, also among the researchers to study and compare and combine the different methods to offer an advanced solution [79][80][81]. The technologies such as Ultra Wide-Band (UWB), WLAN, infra-red light, Bluetooth and cellular have been proposed and used for indoor localization.

Using wireless signals in indoor positioning, the location can be estimated in two steps. In the first step, some of the environment’s parameters are measured. For instance, it can be the estimation of TOA (the time of arrival of the signal) or AOA (angle of arrival) or measurement of the power of the signal (received signal strength). Then, in the second step, the actual location estimation is done utilizing techniques, such as trilateration or fingerprinting. [77][82]

In particular, using the Received Signal Strength (RSS) has a advantage over other parameters since it is available as part of an existing structure and does not add extra cost to the deployment of the system [82]. In an RSS-based localization technique that is used by cellular, WLAN and some other wireless systems, location is found by measuring the received signal power and analyzing it by software-based solutions in the receiver [82][83]. The relationship between the measured RSS and the distance is calculated using a path
loss model [77]. In fact, the path loss indicates the attenuation of the signal strength with respect to the distance. The path loss models often have the information regarding both shadowing and path losses [83][84]. Shadowing refers to the fluctuation in the RSS caused by random obstacles in wireless communication channels [77].

**RFID-based localization**

RFID technology is already famous for identification, tracking, and logistics. Increasing the use of this technology in indoor environments such as shops, schools, hospitals is leading to taking advantage of its available signals for positioning applications as well. RFID is a contactless communication system with the ability to handle high data rate, non-line-of-sight availability, and components that can be easily integrated into any objects. All these advantages plus the cost and power efficient communication features make the RFID a promising technology to be used in a positioning system. The communication between the tag and the reader is based on the backscattered modulated signal. In a similar way as the WLAN system, in which the measurement of the received signal strength (RSS) is used as a positioning approach, the modulated backscattered signal from the tag to the reader is carrying the identification information of the tagged item, and at the same time provides the required information for positioning [82][83]. The RSS is a measure of the power and readily available to be used for location estimation.

Depending on the application requirements, both RFID system components (tag and reader) can be used for localization purpose. Localization based on the tag is when the target item carrying the tag and RFID readers are fixed. The practical implementation of the tag-based localization has been the topic of several studies, such as [81][85][86]. For instance, in [86], the target items have been labeled with tracking tags but some reference tags with a known location have been used in the desired area, as well. The reader recognizes the location of the tracked item by receiving the RSS from both the tracking and reference tags and comparing the responses. The location calculation is performed based on the reference tags that have the closest response to the tracking tag. In the reader-based localization, a portable RFID reader needs to be attached to the target item to collect the information of the fixed tags in the environment. Therefore, the location of the tags is known and the target item location is determined based on the detected tag by the reader [86].

One of the application areas which has gained popularity in the domain of indoor localization is human positioning. Finding the location of people in an indoor environment such as hospitals, factories, offices, and shops is important due to the added value to the security and safety, and also facilitating the services. The positioning solution for this kind of applications needs to be cost-effective, reliable, accurate and easily integrated. The wearable RFID is a key enabler technology, and its involvement in applications fulfills many of the requirements [44][87][88]. An RFID tag which is attachable to the human body can be implemented and it operates using different techniques. Depending on the structure of the tag, it can only be used for identification and localization purpose or for sensing the human vitals as well [44]. The wearable tag can be fabricated in a hard format including also additional components such as sensors or batteries (active tags) to offer more advanced functionality and higher performance, or it can be implemented in a simple and flexible form for easier on-body attachment. The passive RFID tags made of electro-textile or embroidered tags are excellent examples of wearable intelligence. They have a very simple structure with great RF performance, and also good flexibility to be integrated to clothes and long durability to be repeatedly used. In the following sections of this chapter, the investigation on the use of passive wearable tags in the context of
indoor localization is presented. The goal is to evaluate using a tag-based localization approach to estimate the location of people in the indoor environment.

### 4.2 RFID Propagation Channel Model

As mentioned before, utilizing passive RFID technology and implementing a tag using electro-textile or embroidered technique provide a very cheap and simple solution for human localization in the indoor environment. To understand the feasibility of exploiting a fully wearable RFID tag for indoor positioning, the indoor channel model for the RFID system needs to be studied. In fact, modeling of the channel including path loss and shadowing effects for RFID signals based on experimental measurement can provide valuable information regarding the capability of using RFID for indoor positioning, compared to other conventional technologies (such as WLAN). For this purpose, in *Publication V* the channel model for a passive embroidered RFID system is studied and the results are compared to a similar study utilizing WLAN technology reported in [84].

**Fully wearable passive UHF tag solution**

An embroidered passive tag that could provide sufficient performance for on-body application has been fabricated for the study work in *Publication V*. In the beginning, the tag was designed and modeled using a simulation tool, CST Microwave Studio. The antenna structure is a simple dipole and NXP Ucode G2iL is used as the RFID IC [61]. The T-match structure was used to match the antenna with the RFID IC (at 866 MHz) for achieving the best tag performance.

To model and simulate an embroidered structure tag in CST, the electromagnetic characteristic of a cotton fabric as the substrate material, was measured using the method reported in [44]. The measured relative permittivity ($\varepsilon_r$) and loss tangent ($\delta$) for the cotton fabric was 2.2 and 0.088 respectively. The antenna pattern that was going to be fabricated with the conductive silver thread, was modeled as an ohmic-sheet type of a material in the simulation. Basically, no thickness was defined for the antenna layout in the simulation model, but the surface impedance of 1.2+ j 0.08 ohm/sq could represent the sewn conductive thread structure properly as also reported in [87].

The parallel RC equivalent circuit was created in simulation to model the RFID chip impedance (20-j175 ohm at 860 MHz [61]). The length of the designed antenna, and the size of the T-matched structure to achieve the desired frequency and read range were presented in figure 4.1. For a reasonably short antenna length, the simulation results show a read range about 6 meters (figure 4.2). Generally, the simulation model has been created carefully to achieve a good agreement with the measurement results. Later, it is shown that this design provides about 7-meter read distance in free air measurement.

![Figure 4.1: Embroidered passive UHF tag. The chip is glued on the antenna. (unit:mm).](image)
In Publication V, the human as a moving object is carrying this passive UHF tag. Since the tag should be attached to the human body and the body’s tissue is a high permittivity environment, some performance (read range) drop is expected due to the detuning of the antenna in lossy environment [44]. Due to the limitation of simulation tool and also for the sake of simplicity, in Publication V, the author did not investigate much on optimizing the tag performance in the human body environment, however, it is possible to improve the performance of the passive wearable tag by adding the human body model into the simulation tool and tuning the antenna for the on-body scenario. In addition, selecting another type of antenna such as a patch antenna can help to have a better on-body performing tag, since the patch has a more directive radiation pattern than a dipole antenna. Here using the patch antenna could lead to a larger size tag due to the embroidered technique for fabrication, therefore it was not very suitable choice due to the application.

After finalizing the simulation, the antenna pattern was extracted from the simulation tool in the format which was readable by a computer-aided sewing machine. Then, the layout was sewn on the cotton fabric using silver thread. Based on the results reported in [75], the sewing pattern and density of the thread were adjusted to attain the best performance of the tag. After sewing the antenna, the IC was attached using conductive glue as shown in figure 4.1.

The performance of the tag was measured initially in free-space condition inside an anechoic chamber utilizing the Tagformance setup. Figure 4.2 illustrates a good agreement between the simulation and the measurement result. To verify the actual on-body tag performance, the sample was measured in office space afterwards. Figure 4.3 presents the measurement set-up where the tag is installed on a human arm standing in front of the reader antenna. The tag and the reader antenna were aligned in the same polarization and the read range was measured utilizing the Tagformance reader set-up [71]. The read range of the tag dropped by half (about 3.5 meters) while measuring it on the body which was expected due to the tuning of the antenna. Thus, the experimental area for studying the channel model has been made based on the maximum on-body read range of the tag which means an area smaller than 3.5 by 3.5 meters.

![Figure 4.2: Simulation and measurement results for designed tag. V](image-url)
4.2. RFID Propagation Channel Model

Data collection experiment

As mentioned before, in the RSS-based location estimation system, the relation between the measured RSS values and the location is defined based on the indoor channel model \[82\]. Therefore, the response of the designed wearable tag was collected in an indoor office environment, to model the channel. The data collection experiment was deployed in a university room, a 3 m by 3 m rectangular area. The figure 4.4 represents 11 measurement lines in the 9 square meter area where the measurements were conducted. The angle between every 2 adjacent lines is about 18 degrees. The blue stars on each line indicate the positions where the tag response was measured. The distance between 2 measurement points in the same line is 30 cm.

As shown in figure 4.4, the reader antenna is placed at the center line and is connected to the Tagformance reader unit. The reader antenna is a vertical polarized planar antenna which covers the UHF frequency band (850 MHz - 960 MHz) with the gain of 9.5 dBi. The tag is attached to the human arm in same polarization as the reader antenna and the tag’s response was measured in all the marked spots (blue stars). The measured response of the tag is backscattered signal power, where the transmitted power is set to be 23-27 dBm at frequency 866 MHz. The measurement for each spot was repeated 3 times to understand the fluctuation between the scans, and also to increase the veracity of the measurements. By this experiment, the power map for further study of the channel was created. The figure 4.5 shows the power map for one of the scans. The red circle marks the position of the reader antenna. The stronger backscatter response belongs to the measurement spots closer to the reader antenna. Obviously, the signal gets weaker in the measurement areas farther from the reader antenna.

The detailed explanations provided in Publication V describe well how the channel parameters have been calculated using data collected from the RSS measurement of the tag. In fact, the path loss coefficient and the shadowing standard as two important parameters of the communication channel have been calculated based on the measured data. The experiment-based modeling of the indoor channel for RFID signals which
includes the path loss and shadowing effects was studied for the first time in Publication V. Knowing these two parameters of the channel, it is possible now to compare the behavior of the RFID channel with other wireless methods that have been previously studied for indoor localization application [84].

Comparison with WLAN

Finally, in Publication V, the RFID-based channel parameters were compared with a similar experiment using the WLAN technology. The WLAN-based study had been
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carried out before in the same room in the university by students of positioning team of TUT. The details of the study work have been published in [84]. Basically, in [84], the data collection was handled utilizing a Windows tablet with WLAN connectivity. The WLAN access points were installed in different locations in the corridors of the university. The moving object (human) was carrying the tablet in the same experimental area and collecting the RSS value of the WLAN signals in the same measurement points. The post-processing calculations of the collected data were done similarly to RFID. The results of the study work including the channel parameters are reported in [84].

To have a comparison, the highlighted position-related features of the both systems (RFID and WLAN) are listed in Table 4.1. The main conclusions are that the typical path loss coefficients are almost the same for both techniques and they are close to free space propagation coefficients, and that RFID RSS fluctuations are slightly more stable than WLAN RSS fluctuations. The positioning range of RFID system which is maximum about 3 meter is likely to give a better accuracy of positioning than the WLAN, because the positioning error would be bounded by the maximum read range. In addition, the apparent power value comparison in the table shows that the total transmitted power should be much larger in RFID system and the reason is the passive nature of this system.

**Table 4.1**: Comparison of the positioning-related parameters based on RFID and WLAN results. V[82][84]

<table>
<thead>
<tr>
<th>Features</th>
<th>RFID</th>
<th>WLAN</th>
</tr>
</thead>
<tbody>
<tr>
<td>Typical path-loss coefficient</td>
<td>2.15 : 2.35</td>
<td>2.2 : 2.3</td>
</tr>
<tr>
<td>Shadowing standard deviation [dB]</td>
<td>4.2 : 4.5</td>
<td>6 : 9</td>
</tr>
<tr>
<td>Typical apparent power [dB]</td>
<td>-7 : -3</td>
<td>-12 : -8</td>
</tr>
<tr>
<td>Positioning ranges [m]</td>
<td>1-3 m</td>
<td>Few tens of m</td>
</tr>
<tr>
<td>Accuracy as RMSE [m]</td>
<td>less than 3 m</td>
<td>6 : 10</td>
</tr>
</tbody>
</table>
4.3 Hybrid Positioning Solution: WLAN-RFID

The outcomes of the study in Publication V imply that the RFID-based channel model is promising, and also the stability of the results is comparable with the WLAN measurements. Therefore, in Publications VI, VII authors investigated a new approach utilizing both WLAN and RFID technology to enhance the accuracy and robustness of indoor positioning. The joint exploitation of WLAN and RFID for positioning has been addressed in publications such as [79]. However, for instance in [79], still the RFID signal was used mainly to indicate the area where the mobile target was located and the actual estimation of the position was determined using WLAN signals.

The architecture proposed in Publication VI is novel from this perspective in that the RSS data is collected from both WLAN and RFID. Thus, in the data analysis phase, there is a possibility of choosing between either of the technologies, based on the measured signal strengths. Figure 4.6 shows a simple implementation of the proposed hybrid architecture where the human is labeled with a passive wearable tag and at the same time carrying a mobile device. The mobile device needs to be equipped with a hybrid location engine. This way the location of the person can be estimated accurately utilizing both WLAN and RFID signals. It is worth emphasizing here that the recommended solution in figure 4.6 is not a fully commercial solution, and the main focus here is presenting the proof of concept for joint WLAN-RFID positioning.

The flowcharts in figure 4.7 represent the algorithm of the proposed hybrid model in comparison to a pure WLAN or pure RFID location estimation. The process consists of two phases. The first phase which is a training stage (off-line phase) is similar for both block 1 and 2. The actual hybridization happens in the second phase which is called estimation phase (on-line phase) and it is presented in block2.

One advantage of the solution proposed with WLAN-RFID is the use of a textile passive UHF tag for the RFID experiment. A textile tag can be easily integrated to clothes, and provides an efficient communication link to monitor the human movement, especially in
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Figure 4.7: Block 1: Pure RFID/pure WLAN location. Block 2: Proposed Hybrid RFID-WLAN positioning algorithm. VI

the office environment. The utilized sample tag for this study is a passive dipole UHF tag and it is designed to be fabricated using electro-textile, as addressed in detail in Publication VI. Overall, the electro-textile tag made for this study has better on-body performance (around 8 m) compared to the embroidered sample which was used for study in Publication V, despite same antenna length. The reasons can be the uniform structure and higher conductivity of the antenna layout made by electro-textile compared to the silver thread. Therefore, a bigger experimental area for conducting the localization measurement was selected.

As mentioned in Publication VI, the same university room was used in collecting data for the database used in the training and estimation phase for both RFID and WLAN. The 6 meters by 6 meters area in the room was split into 144 smaller regions (of the same size), and the whole measurement area included 169 positions for measurements. For the RFID experiment, four reader antennas were used for the RSS measurement. The wearable passive tag was installed on a human body, and the RSS measurement was performed in all 169 points. Gathering of the data for the estimation phase was done in the same region but in 42 random coordinates. The training and estimation data for WLAN were collected in similar coordinates as RFID utilizing a tablet.

To obtain the positioning-related information, the collected data was analyzed based on the algorithm presented in figure 4.7 and also using the Gaussian probabilities computational models, as Publication VI is discussing in detail. Based on the calculations, an optimization value for selecting between the WLAN-based or RFID-based positioning was estimated. This value appraised to be 2 dB which means if the RSS gathered from the RFID system is higher than WLAN with a margin of 2 dB, then the RFID is selected
Figure 4.8: Percentage of points where we attain an error smaller than the threshold, via pure WLAN, pure RFID and hybrid estimates.

as a trustworthy positioning method, otherwise, WLAN is selected.

The result of the hybrid algorithm, as well as the pure WLAN and pure RFID, is presented in figure 4.8. The pure RFID results prove that increasing the number of RFID readers has a significant effect on the accuracy of the estimated location, due to better coverage of all the measured points. However, even using four readers, only 38% of the time a pure RFID solution is able to offer a distance error below 2 meters and this value drops to 28.5% when using pure WLAN. On the other hand, the proposed hybrid (WLAN-RFID) solution clearly shows a benefit here, when in 78% of the cases the distance positioning is less than 4 meters.

On basis of the outcomes achieved in Publications VI and VII, it is very well proved that for the indoor environment where RFID and WLAN signals both are available, the joint hybridization architecture offers a better positioning solution, since the system has good coverage because of the WLAN and higher accuracy because of the RFID.
5 Conclusion

This thesis work includes a comprehensive study on two of the advanced applications of the passive RFID technology, the RFID-enabled sensor tags, and RFID-based localization. The unique features of the passive UHF RFID technology offer a low-cost wireless sensing solution that can be easily integrated into devices and provides long-range identification and sensing information. On the other hand, increasing the use of the RFID system and availability of the RFID’s signals in many indoor environments provide an excellent opportunity to take advantage of such freely available signals in indoor positioning systems.

The first part of the study started with an extensive look into the fabrication of a passive antenna-based sensor tag utilizing different technologies. The novel additive manufacturing technologies for the fabrication of the antenna provide the possibility for direct printing on varieties of substrate materials and this could add significant features to the passive RFID tags. In Publication IV, using direct printing of conductive ink on 3D structure substrate, a passive UHF tag was fabricated easily and it has almost full visibility from all orientations. A miniaturized but still well performing passive tag which can be further developed as a sensor easily and be used as a power-efficient and cost-effective solution for system-in-package technology and WSN node, in which omnidirectional readability is the key.

The study on antenna-based passive sensor tags continued with more focus on the detection and realization methods of the sensors, in Publications I, II and III. Taking advantages of the nonlinearity properties of the RFID’s IC and using the radar measurement technique a novel method for detection of the sensed parameter, by a passive sensor tag, was introduced. This novel technique relies on double-power measurement and does not require performing any calibration processes while measuring the tag parameters. Therefore, it speeds up the detection process and eliminates the use of any protocols for discovering the sensed parameters.

Considering the future trends for RFID-enabled sensor tags, there are still several important topics that should be addressed. One can be the further development of novel materials which can add excellent sensing features to the antenna layout. For instance, nano-based ink materials such as graphene have extraordinary properties that can add unique sensing features to an RFID tag easily. The research and development on RFID-enabled sensor tags utilizing advanced and novel materials with selective and repeatable sensing features that can be used in industry are definitely one of the hottest topics in the world of RFID. Another topic is that, the proposed detection methodologies presented in this work can move from a laboratory experimentation to real-life applications by developing a more simplified measurement unit including required hardware and firmware, to be used in any kind of industrial environment that utilizes the RFID-enable wireless platform for sensing.
In the second part of the thesis, it is shown that passive RFID is a promising technology for localization application in the indoor environment, where technologies such as GNSS is suffering from signal attenuation and non-line-of-sight.

The feasibility study in Publication V showed that the achieved channel model for an embroidered passive RFID tag is comparable with a wireless system, and the RFID RSS fluctuations are slightly more stable than the WLAN RSS fluctuations. In addition, it was discussed that the small ranges of RFID may lead to smaller errors in a location solution compared to those in WLAN positioning.

The determination of the RFID path loss modeling in Publication V was performed by only using the training phase of the fingerprinting method. To obtain the exact location of the labeled object, the positioning phase of the fingerprinting method were performed in other study work reported in Publication VI. In this study work, the available signals of both the RFID and WLAN systems in an indoor environment were used for location estimation. The experimental results showed that the hybrid solution can enhance the probability to get errors below 2 m with several percents even if only one RFID reader is available and that RSS coming from two different systems can be successfully combined towards a joint hybridization solution.

Overall, the results of the studies reported in Publications V, VI and VII proved that the wearable passive RFID tag can be considered as a cost-effective, easily implemented, and efficient configuration for human tracking in harsh environments, and it can be deployed for another purposes such as access control or patient tracking in health care applications VI. In addition, using empirical study and a positioning algorithm, a novel hybrid WLAN-RFID solution for indoor positioning was introduced. The proposed architecture utilizes the passive wearable RFID tags and a mobile device equipped with WLAN technology. The estimation of the position is done by analyzing both the RFID and WLAN signals, and the outcomes of the study showed that the hybrid solution provides better performance in comparison to each individual technology.

All in all, the innovative use of materials, and novel implementation and manufacturing techniques for the fabrication of the RFID tag, plus the ingenious methods of realization can provide numerous opportunities and applications where the RFID technology is capable of offering accurate and cost-efficient solutions.
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